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| RECHT UND STEUERN |

Software als Risiko bei Firmenubernahmen

Bei M&A-Transaktionen
konnen fehlende
Nutzungsrechte fir
Software zum Problem
werden. Das lasst

sich 16sen.

Von Susan Kempe-Miiller
und Christina Mann

oftware ist langst nicht mehr nur

ein Baustein moderner Ge-

schaftsmodelle, sondern oft ihr

Taktgeber: als Kernprodukt, als
Grundlage digitaler Prozesse oder zur
Steuerung von Maschinen und Geréten.
Wertschopfung ist dort moglich, wo Soft-
ware reibungslos, rechtssicher und ska-
lierbar eingesetzt werden kann. Eine
sorgfaltige und interdisziplindre Soft-
warepriifung (Due Diligence) ist daher
ein Grundpfeiler in M&A-Transaktionen,
insbesondere beim Erwerb von Techno-
logieunternehmen, und kann maf3geblich
zum kommerziellen Erfolg einer Akquisi-
tion beitragen.

Kéufer sollten Software-Due-Dili-
gence daher insbesondere in Tech-ge-
triebenen Geschéftsmodellen als zentra-
len Bestandteil der Transaktion begrei-
fen. Liickenhafte Rechteketten, verdeckte
Open-Source-Verpflichtungen oder un-
klare Unterlizenzierungsrechte konnen
nicht nur Kaufpreise und Garantieverein-
barungen verschieben, sondern im Ex-
tremfall zu Betriebsunterbrechungen,
mehrjahrigen Lizenznachzahlungen oder
zur Offenlegung des geschiitzten Quell-
codes fithren. Das gilt selbst dann, wenn
Software seit Jahren ,gerduschlos® im
Einsatz ist.

Fehlen dem Zielunternehmen die er-
forderlichen Nutzungsrechte fiir sein Ge-
schéft, stehen den Entwicklern Unterlas-
sungs- und Schadensersatzanspriiche zu.
Unterlassungsanspriiche sind besonders
gefihrlich, da sie zu Betriebsunterbre-
chungen fiihren kdnnen, wenn die betrof-
fene Softwarekomponente nicht umge-
hend ersetzt werden kann. Bei wichtigen
Kernkomponenten kann der Rechteinha-

ber den mit der Software erzielten Ge-
winn abschopfen. Das Risiko besteht
auch in Fallen, in denen die Software
beim Zielunternehmen jahrelang ohne
Zwischenfille genutzt wurde. Rechtein-
haber konnen ndmlich bis zu zehn Jahre
riickwirkend Nachzahlungen und bei
fortdauernder = Nutzung  unbegrenzt
Unterlassung verlangen.

Aus Kaufersicht ist zundchst die Her-
kunft der maf3igeblichen Software nach-
zuvollziehen. Wurde die Software von
eigenen Arbeitnehmern entwickelt, gibt
es in Deutschland keine rechtlichen Risi-
ken. Nutzungsrechte an Software, die von
Arbeitnehmern entwickelt wurden, ge-
hen nach deutschem Recht per Gesetz
allumfassend auf den Arbeitgeber iiber.
Das ist auch in vielen anderen Rechtsord-
nungen so, muss jedoch im Einzelfall ge-
prift werden. Diese Rechtseinrdumung
gilt nicht fiir freie Softwareentwickler
oder beauftragte Drittunternehmen.
Softwareentwicklungsvertrdage enthalten
zwar auch ohne explizite Nutzungsrege-
lungen eine implizite Lizenz. Die Reich-

weite von impliziten Lizenzen ist jedoch
mit Unsicherheit behaftet.

Esist nicht immer klar, ob eine implizi-
te Lizenz exklusiv und an Kunden unter-
lizensierbar ist und ob sie den Einsatz der
entwickelten Software in neuen Ge-
schéftsfeldern erlaubt. Unternehmen
sind in diesen Féllen mit ausdriicklichen
vertraglichen Regelungen besser bedient.
Wichtig ist, dass die vertraglichen Rege-
lungen weitreichend genug sind.

Neben der Kldrung der Rechte an
selbst entwickelter Software ist es notig,
den Einsatz von quelloffener Software
(Open-Source-Software, kurz OSS) zu
priifen. Fiir die Verwendung der meisten
OSS ist es Voraussetzung, dass der ur-
spriingliche Entwickler in der Software-
information genannt und dort auch iiber
die von ihm festgelegten Lizenzbedin-
gungen informiert wird. Beide Bedingun-
gen sind leicht zu erfiillen. Bei manchen
OSS-Komponenten ist ferner erforder-
lich, dass alle Verdnderungen am Quell-
code Dritten auf Verlangen offengelegt
und zur Verfiigung gestellt werden.

Besonders strenge Lizenzbedingungen
(darunter zum Beispiel die Lizenzen
GNU GPL v2 und v3) beziehen diese Ver-
pflichtung nicht nur auf Verdnderungen
an der OSS-Komponente selbst, sondern
auch auf eigene Software, die der Ver-
wender mit der OSS-Komponente ver-
bindet und vertreibt (sogenannte Copy-
left-Lizenz). Das bedeutet, dass der Ver-
wender eigene wertvolle
Softwareentwicklungen auf Verlangen an
Dritte herausgeben muss.

Hat der potentielle Kéufer einen aus-
reichenden Uberblick tiber die erworbe-
nen Nutzungsrechte gewonnen, sollte er
sich Klarheit tiber rechtliche Belastungen
der Software verschaffen. Wenn das Ziel-
unternehmen Dritten — zum Beispiel
einem Kunden — exklusive Rechte an der
eigenen Software eingerdumt hat, sind
die eigenen Verwendungsmoglichkeiten
und kiinftigen Vermarktungsstrategien
rechtlich eingeschrankt. Nicht zuletzt
sollten Kéufer allgemeine Vertragsrisi-
ken wie beschrinkte Laufzeiten oder
Kiindigungsrechte bei Kontrollwechsel
im Blick behalten.

Gute Softwareentwickler sind rar und
auch durch KI noch nicht zu ersetzen.
Deshalb sollten Kéufer rechtzeitig gute
Kontakte zu ihnen aufbauen. Verlassen
Entwickler dennoch das Zielunterneh-
men, kommt es darauf an, dass essenziel-
les Wissen nicht bei Einzelnen konzen-
triert ist und die Arbeitsvertrége robuste
nachvertragliche =~ Geheimhaltungsklau-
seln enthalten.

Eine sorgfiltige Software-Due-Dili-
gence schafft fir Kéufer also Transpa-
renz Uber Nutzungsrechte und deren
Reichweite und ist damit wertrelevant.
Diese Komplexitdt der Due Diligence
wird zukiinftig eher zunehmen: Umstel-
lung auf Cloud-Nutzungsmodelle, KI-ge-
stiitzte Produkte und eine dynamische
EU-Regulierung im Bereich Cybersicher-
heit und Daten erfordern einen proakti-
ven, interdisziplindren Priifungsansatz.
Indem Kaufer Software-Due-Diligence
als strategisches Steuerungsinstrument
begreifen — rechtlich, technisch und kom-
merziell —, minimieren sie nicht nur
Transaktionsrisiken, sondern legen die
Grundlage fiir eine nachhaltige Wert-
schopfung nach dem Closing.
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