Insider Trading in Commodities Markets: An Evolving Enforcement Priority

The CFTC and the DOJ both now pursue enforcement actions against trading in commodities based on misappropriation of confidential information.

Among the many changes resulting from the Dodd-Frank Wall Street Reform and Consumer Protection Act of 2010 (Dodd-Frank Act), one that has been slow to develop, but broad in its significance, is the assertion of authority by the Commodity Futures Trading Commission (CFTC) to police insider trading and misappropriation of confidential information in commodities markets. As the primary regulator for derivatives across a wide range of markets, spanning agriculture, energy, interest rates, and beyond, the CFTC had limited authority to address insider trading throughout most of its history. Starting in 2015, however, the agency began bringing enforcement actions against individuals and companies for trading based on misappropriation of confidential information. Since then, the CFTC has brought a series of actions that provide insight into the scope of its new authority, and it has devoted substantial resources to pursuing new cases. Recent enforcement actions in 2020 and early 2021 have continued this trend.

This article reviews the evolution of the CFTC’s insider trading enforcement authority, summarizes the agency’s recent cases, and highlights key developments, including the advent of “tipper” liability, the use of data analytics to identify potential misconduct, and the emergence of parallel criminal enforcement actions. Financial institutions and market participants should be aware that the CFTC — and now also the Department of Justice (DOJ) — will continue to be on the lookout for additional cases to pursue in this emerging area of enforcement.

Limited Historical Authority

Prior to the Dodd-Frank Act, the CFTC had limited authority to police the use of nonpublic information in its markets, as the Commodity Exchange Act (CEA) included provisions prohibiting insider trading only with respect to misuse of information by the CFTC’s own personnel and those of the exchanges and self-regulatory organizations it oversees. The CFTC had no insider trading tool of general applicability to the markets.

In this regard, oversight of commodities markets by the CFTC and oversight of securities markets by the Securities and Exchange Commission (SEC) differed significantly. As the two agencies noted in a joint report in 2009, the "securities markets are concerned with capital formation," and "securities laws are premised on a corporation’s duties to disclose material information to protect shareholders from corporate insiders who have access to non-public information." Securities laws and cases applying them have long
prohibited insider trading by corporate insiders and by other individuals who trade on material nonpublic information in breach of a duty owed to the source of that information.4

By contrast, it has been a “primary purpose” of commodity derivatives markets to “facilitate the management and transfer of risk,” including by “permit[t]ing hedgers to use their non-public material information to protect themselves against risks to their commodity positions,” which also enhances price discovery for all market participants.5 As a result, the CEA did not contain general prohibitions on insider trading, just the more limited provisions noted above.

**Broad New Powers After the Dodd-Frank Act**

Following the financial crisis of 2008, Congress gave the CFTC broad new authority to regulate the vast swaps market in addition to futures, as well as new enforcement powers to apply across its markets. This new authority led to two significant developments for insider trading enforcement in commodities.

First, in the more heralded provision at the time, the Dodd-Frank Act expanded the narrow existing prohibition on insider trading to apply not only to misuse of information by personnel of the CFTC, self-regulatory organizations, and exchanges, but also to misuse of information from any federal government source. This new provision targets government personnel who impart confidential government information “in [their] personal capacity and for personal gain with intent to assist another person, directly or indirectly, to use the information to enter into” trades, as well as persons who “knowingly use” such confidential information from a government employee that has been imparted in this manner.6 Colloquially known as the “Eddie Murphy Rule,”7 this provision expanded the CFTC’s enforcement authority to include a wider range of actors and potential sources of confidential information. In the years since its enactment, the CFTC has yet to base an enforcement action on this provision, but it remains an area of interest for future application and development.

Second, in the change that has had greater impact to date, Section 753 of the Dodd-Frank Act broadly prohibited fraud and manipulation “in connection with any swap, or a contract of sale of any commodity in interstate commerce, or for future delivery.”8 On July 14, 2011, pursuant to this provision, the CFTC promulgated Rule 180.1, a “broad, catch-all provision, reaching any manipulative or deceptive device or contrivance” modeled after the SEC’s Rule 10b-5.9 In the years since adopting Rule 180.1, the CFTC has indeed used it as a broad tool in a variety of manipulation and fraud cases.

Of particular note for today’s era of insider trading enforcement, the CFTC regards Rule 180.1 to prohibit “trading on the basis of material nonpublic information in breach of a pre-existing duty (established by another law or rule, or agreement, understanding, or some other source), or by trading on the basis of material nonpublic information that was obtained through fraud or deception.”10 When the CFTC announced in 2011 that it would pursue enforcement against misappropriation of confidential information, the agency stated that it would be guided (though not bound) by the large body of case law on insider trading in securities under SEC Rule 10b-5.

The CFTC’s interpretation and use of Rule 180.1 focuses on the misappropriation theory of insider trading. Under this theory, which has long been applied in the securities markets, fraud occurs when “a person misappropriates confidential information for … trading purposes, in breach of a duty owed to the source of the information.”11 Some commenters have criticized the CFTC for referring to such conduct in the commodities markets as “insider trading,” since these markets lack the traditional notion of “insiders” associated with securities. Like misappropriation cases under SEC Rule 10b-5, however, Rule 180.1’s applicability to so-called insider trading turns on the use of confidential information in breach of a pre-existing duty owed to the source of the information. Recent enforcement actions, as discussed below,
cast light on the broad range of duties the CFTC considers when determining whether to pursue a charge based on misappropriation of confidential information.

**Expansion of CFTC Resources to Detect and Deter Insider Trading**

In 2018, to enhance its efforts to identify and take action against insider trading, the CFTC announced the formation of an Insider Trading and Information Protection Task Force (Task Force). The CFTC described the Task Force as “a coordinated effort across the Division to identify and charge those who engage in insider trading or otherwise improperly use confidential information in connection with markets regulated by the CFTC.” The Task Force has endeavored to “thoroughly investigate and, where appropriate, prosecute instances in which individuals have abused access to confidential information — for example, by misappropriating confidential information, improperly disclosing a client’s trading information, front running, or using confidential information to unlawfully prearrange trades.”

The Division of Enforcement has noted the ongoing importance of this effort, including in its FY2019 Annual Report, which emphasized that “[l]egal use of confidential information can significantly undermine market integrity and harm customers in our markets.”

As in other types of market misconduct, such as manipulative and disruptive trading, the CFTC has emphasized data analytics as an important tool to detect and investigate potential insider trading. With vast markets to oversee and a comparatively small staff, the CFTC has invested significant resources in market surveillance and data analysis tools. The agency has described this investment as “a multi-year project to enhance our ability to detect misconduct through the use of data analytics. As part of this effort, we have developed an ability to identify, in the trading data, forms of misconduct that we might otherwise have been unable to detect.”

For insider trading enforcement, this effort may include processing large amounts of trading data to identify trades that appear to benefit from market-moving news or events, among other forms of quantitative analysis.

In December 2019, the Director of the Division of Enforcement at the time, Jamie McDonald, noted the significant role data analytics could play in insider trading enforcement: “[E]arly returns on our investments in data analytics have been positive,” and “[w]e expect the longer-term impact of our efforts to be even more substantial, as we continue to prioritize detecting and prosecuting misconduct that can undermine the integrity of our markets, like the various forms of insider trading prohibited in the derivatives and commodities markets.”

In its own oversight function, the CME Group has also brought disciplinary actions involving trading in its markets based on misappropriation of confidential information, basing its actions on CME Rule 432, which generally prohibits fraud, bad faith, and conduct inconsistent with just and equitable principles of trade. Surveillance by the exchange is thus an important part of the evolving enforcement landscape for insider trading as well.

**Enforcement Actions Since the Dodd-Frank Act**

Since 2011, the CFTC has taken a deliberative approach to identifying and pursuing cases involving misappropriation of confidential information, with just a handful of actions since its first such case in 2015. Slowly but surely, these cases have entrenched Rule 180.1’s application to insider trading in the commodities markets. This section provides an overview of the CFTC’s first few actions and the most recent developments, all of which show how the agency’s use of this authority may continue to evolve.
Foundational Cases

_in the Matter of Motazedi_

On December 2, 2015, the CFTC announced its first insider trading enforcement action based on misappropriation of confidential information under Rule 180.1. In the Matter of Arya Motazedi involved a gasoline trader who, on 12 occasions, placed oil and gas futures trades for his personal account ahead of trades for his employer’s account. The CFTC found that Motazedi misappropriated the company’s confidential information regarding “times, amounts, and prices at which the company intended to trade energy commodity futures.” It further found that “Motazedi misappropriated and used his employer’s nonpublic, material trading information to orchestrate trades between his employer’s proprietary trading account and personal trading accounts, and to frontrun his employer’s orders to benefit the personal trading accounts to the detriment of his employer.” Without admitting or denying the charges, Motazedi settled with the CFTC and agreed to pay restitution of $216,955 and a civil monetary penalty of $100,000. He also received permanent trading and registration bans.

_in the Matter of Ruggles_

On September 29, 2016, the CFTC brought another insider trading enforcement action involving an employee trading oil and gas futures, In the Matter of Jon P. Ruggles. Like Motazedi, the CFTC found that Ruggles used his knowledge of his employer’s trading strategies, which he was responsible for implementing, to enter trades in personal accounts that would be executed against his employer’s trades or the trades of other market participants, at prices beneficial to himself. The CFTC concluded that this conduct breached the individual’s duty to his employer not to misappropriate material nonpublic information. Ruggles settled with the CFTC without admitting or denying the charges, agreeing to disgorge more than $3.5 million in profits and pay $1.75 million in penalties. He also received permanent trading and registration bans.

CFTC v. EOX Holdings LLC and Gizienski

On September 28, 2018, the CFTC filed its first federal court action involving allegations of insider trading under Rule 180.1, against an introducing broker and one of its employees. The complaint in CFTC v. EOX Holdings LLC et al. alleged that the individual misused confidential trading information of certain customers to benefit a favored customer with whom he wanted to pursue business opportunities. In particular, the CFTC alleged that the individual (a) disclosed other customers’ identities, trading activities, and positions to the favored customer to benefit the favored customer in his own trading; and (b) breached a duty of confidentiality to the firm’s customers that arose from various sources, including its written customer agreements, CFTC Regulation 155.4 (trading standards for introducing brokers), and futures exchange rules.

In the pending federal court action, the defendants initially filed a motion to dismiss, arguing among other points that the misappropriation theory of insider trading “applied only when an individual owes a fiduciary duty to the principal whose information was allegedly misappropriated.” On September 26, 2019, the district court rejected the defendants’ position, ruling that misappropriation theory is not limited to fiduciary relationships, and that the CFTC’s allegations of breach of a legal duty of trust and confidentiality were sufficient to satisfy the pleading standard. The case has proceeded into discovery, and there are indications that settlement may be under discussion.

In addition to providing a court’s view of the scope of the duties on which the CFTC may rely in pursuing misappropriation charges, EOX has demonstrated an important evolution in the types of situations that may lead to enforcement. In Motazedi and Ruggles, the individual in possession of the confidential information was also the person alleged to have traded on the information. In contrast, EOX presents
aspects of a “tipping” case, in which the individual who shared confidential information did so to benefit another person rather than simply trade for himself. In securities cases, insider trading often involves situations in which a person with inside information (the tipper) tips off another person who then trades on that information (the tippee).29 With CFTC Rule 180.1 modeled on SEC Rule 10b-5, practitioners anticipated that the CFTC would pursue tipper-tippee cases in its markets, and EOX provided the first example.30 Perhaps not coincidentally, it was in the press release announcing the EOX case that the Division of Enforcement publicized the formation of its Task Force.

In the Matter of Classic Energy LLC and Webb
On September 30, 2019, the CFTC brought an enforcement action against a Houston-based brokerage firm and its president.31 The firm facilitated block trades between customers in natural gas futures. In its order, the CFTC stated that the individual defrauded customers by executing block trades between customers’ accounts and a personal trading account, without disclosing to his customers that he was acting as counterparty. The CFTC stated that this activity knowingly or recklessly defrauded the customers by using material nonpublic information about their orders to trade against them, contrary to duties owed to the customers and in violation of Regulation 155.4.32 Without admitting or denying the charges, the respondents agreed to settle with the CFTC by disgorging $413,065 in profits and paying $1.5 million in penalties. The individual also received a two-year trading and registration ban. Like the few cases before it, In the Matter of Classic Energy LLC and Mathew D. Webb shows the CFTC will cast a wide net in identifying contractual, statutory, or regulatory duties as bases for misappropriation claims.

Latest Developments
Three additional settlements recently announced by the CFTC further reinforce the agency’s interest in identifying and deterring misappropriation of confidential information. The latest matters also herald the arrival of criminal enforcement by the DOJ in this area.

Resolving Old Business
On August 4, 2020, the CFTC announced a consent order (the Byrnes Consent Order) settling its long-running case against the New York Mercantile Exchange and two of the exchange’s former employees, Byrnes and Curtin.33 CFTC v. Byrnes, et al., filed in February 2013 based on conduct from 2008 to 2010,34 involved charges under the CFTC’s pre-Dodd-Frank authority for misuse of confidential information by exchange personnel.35 On February 19, 2021, the CFTC announced a consent order (the Eibschutz Consent Order) resolving its action against the last of the defendants in this case, a broker of energy futures and options.36

As set forth in the consent orders (the facts of which the defendants neither admitted nor denied), Byrnes and Curtin on multiple occasions disclosed to Eibschutz certain “confidential information about derivatives trading activity that [they] obtained during the course of their employment” with the exchange.37 These disclosures “pertained to trading activity in options on commodity futures, principally in the crude oil and natural gas markets,” and included, “among other things, the identities of counterparties to specific options trades, whether a particular counterparty purchased or sold the option, whether it was a call or a put, the volume of contracts traded, the expiry, the strike price, and the trade price.”38 The consent orders stated that Byrnes and Curtin “knew or recklessly disregarded that they should not disclose the trade information” to Eibschutz and that “the information was both nonpublic and material.”39 The Eibschutz Consent Order stated that he “solicited and received from Byrnes and Curtin confidential information” and thereby “willfully aided and abetted Byrnes and Curtin’s wrongful conduct.”40

In Byrnes, the CFTC took a broad view of confidentiality duties underlying the alleged violation, relying on CFTC Rule 1.59(d) and also citing the exchange’s Code of Conduct and Employee Handbook.41
Byrnes is also an example of the CFTC’s efforts to hold an employer liable for the conduct of its employees, as it charged the exchange itself for Byrnes and Curtin’s violations even though their actions violated the exchange’s policies.42 The Eibschutz Consent Order also demonstrates that the CFTC will utilize other forms of liability, such as aiding and abetting, to hold others accountable too.

In the consent orders, the defendants agreed to pay a total of more than $4 million in civil monetary penalties, and the three individuals were permanently barred from trading commodity interests or registering with the CFTC.43

In announcing the Byrnes Consent Order, the CFTC’s Director of Enforcement at the time, Mr. McDonald, noted that it “sends a strong message that the CFTC will work tirelessly to protect our market participants against unlawful disclosures of their confidential information to ensure that the fairness and reliability of our markets are not compromised,” and that employers may be held “responsible for violations of the CEA or CFTC regulations by their officials, employees, and agents within the scope of their employment or office.”44 Thus, while the underlying conduct predated the expansion of the CFTC’s authority to police its markets more broadly for insider trading, this case stands as a marker of the agency’s ongoing commitment to use its authority aggressively to address this type of conduct.

Mapping a New Frontier

On September 30, 2020, the CFTC issued an order against Marcus Schultz, an energy trader, for misappropriating his employer’s confidential trading information, among other charges.45 Schultz gave his employer’s block trade information to a broker, with whom he orchestrated a series of trades in which the broker, Schultz, and others traded with Schultz’s employer at non-bona fide prices. According to the CFTC, the broker and other traders shared their trading profits with Schultz,46 who defrauded his employer by “creating the false impression that he was executing trades at bona fide prices that were in [the company’s] best interest, when in fact he was executing trades at prearranged bids and offers that were designed instead to enable [the scheme participants] to make a profit on offsetting trades with other market participants.”47

As in prior cases, the duty allegedly violated by Schultz’s conduct flowed from his employment. The CFTC stated in the order that, as an employee of his company and under the employment agreements, policies, and procedures that governed his employment, Schultz owed his employer a duty to keep inside information confidential.48 According to the order, Schultz’s misappropriation of confidential information extended beyond the company’s trading information to include information related to his employer’s analysis of a United States Energy Information Administration Natural Gas Storage Report, a weekly report that measured natural gas held in underground storage.49 The CFTC found that Schultz shared information about the report with another person, anticipating that the person would trade on the basis of the information, and that Schultz would receive a share of profits from this trading.50

Although Schultz sometimes acted on the confidential information by trading personally, this case is also an example of the CFTC using Rule 180.1 against a tipper who shared information with others so they could trade on that information, with tipper and tippee sharing the benefits. Notably, the recipient of the misappropriated information in this case was a broker who facilitated trades and might otherwise have been regarded as an appropriate recipient of order information. But the CFTC found that Schultz disclosed the information to the broker “under the guise of seeking [the broker’s] assistance in locating a counterparty” for his employer’s order, when instead he was doing so to enable the broker and others to trade at non-bona fide prices against the company rather than to maximize the company’s profit.51 The CFTC found that Schultz concealed the true nature of these trades from his employer by documenting them as ordinary trades, continuing to incur brokerage commissions, and concealing the source of
payments he received from the group’s profits. The CFTC also found that Schultz made false statements to regulators “concerning his knowledge of and authorization for brokers to take the other side of his orders through an account they owned or controlled,” falsely denying that he had “given permission to [the broker] to take the other side of his orders as part of their fraudulent scheme.”

In the CFTC settlement, Schultz agreed to disgorge $427,067.45 and pay a civil monetary penalty of $669,750.53 The order also barred Schultz from trading or seeking registration for a period of six years. Importantly, Schultz’s conduct was also the subject of a criminal case brought by the DOJ, marking the first instance of parallel criminal enforcement in a matter involving the misappropriation theory of insider trading in the commodities markets. In the criminal case, filed in federal court in Houston, the government alleged that Schultz engaged with others in a conspiracy to violate the CEA and Rule 180.1 to “enrich themselves from the profits derived from fraudulent and unlawful trading practices and misappropriation of material, nonpublic information.” Schultz pleaded guilty to conspiracy pursuant to a sealed plea agreement, with sentencing currently scheduled for June 2021.

On February 1, 2021, the DOJ announced that a second energy trader, John Ed James, one of the recipients of the information divulged by Schultz, also pleaded guilty to conspiracy to commit commodities fraud and wire fraud pursuant to a plea agreement. Largely tracking the charges against Schultz, the DOJ accused James of misappropriating confidential information and entering into noncompetitive trades to fill Schultz’s orders and offsetting transactions in the market at a profit for personal gain. His sentencing is currently scheduled for April 2021.

As the DOJ has noted, this pair of actions marks its “first effort to prosecute insider trading in the commodity markets under Section 180.1.” This matter is also the latest example of the close collaboration between the CFTC’s Division of Enforcement and the Fraud Section of the DOJ’s Criminal Division. The agencies’ cooperative enforcement efforts now extend beyond matters involving disruptive trading and market manipulation to include trading based on misappropriation of confidential information, among other areas. As the DOJ noted in its recent report on the Fraud Section’s activities in 2020, its prosecutors now “focus on identifying and prosecuting complex fraud, price manipulation, and insider trading cases involving core U.S. commodities markets and closely related securities instruments.”

Taking a Global View

In another new area of collaboration between the agencies, the CFTC’s Division of Enforcement announced in March 2019 that it would work alongside the DOJ to investigate foreign bribery and corruption relating to commodities markets, issuing an enforcement advisory on self-reporting and cooperation for violations of the CEA involving foreign bribery. The agency’s first enforcement action in this area arrived in late 2020 with an order that included a focus on misappropriation of confidential information.

On December 3, 2020, the CFTC announced a settlement with Vitol Inc., a global commodities trading firm with offices in Houston, for alleged violations of the CEA based on bribes to foreign government officials. According to the order, the company violated Section 6(c)(1) of the CEA and Regulation 180.1 by making improper payments to employees and agents of certain state-owned enterprises (SOEs) in
Brazil, Ecuador, and Mexico in connection with trading in oil markets, among other acts. Some of the payments were to secure “preferential treatment and access to trades.” But the CFTC’s order specified that other payments enabled the company to obtain “confidential information,” including “specific price information” and information regarding an SOE’s “projected supply, demand, and strategic planning.” The order noted that the agents of the SOE who provided the information “owed a duty to the SOE under law and applicable employment policies to keep the information confidential.” According to the findings in the order (which the company neither admitted nor denied, except to the extent admitted elsewhere), traders at the company, “while in possession of this improperly obtained information, traded and secured physical oil products and related derivative contracts in a broad range of oil markets in the United States and globally,” including exchange for physical (EFP) transactions. As in Byrnes, the CFTC found the company liable for the acts of its employees and agents.

The language used by the CFTC in this order suggests that the Division of Enforcement is mindful of aligning the scope of its authority under Rule 180.1 with SEC Rule 10b-5. In adopting Rule 180.1, the CFTC stated that a violation would entail “trading on the basis of material nonpublic information in breach of a pre-existing duty” or “on the basis of material nonpublic information that was obtained through fraud or deception.” Every CFTC order on this topic since then has used the “on the basis of” language to frame the violation, including Motazed; Ruggles; Classic Energy, and Schultz. Yet here, the CFTC described the offense as trading “while in possession of the improperly obtained confidential information, not trading “on the basis of” the information. This subtle but potentially significant shift brings the CFTC into closer alignment with the SEC’s approach under Rule 10b-5, which has a provision defining trading “on the basis of” material nonpublic information to include trading where “the person making the purchase or sale was aware of the material nonpublic information when the person made the purchase or sale.”

More broadly, as discussed above, the CFTC’s first insider trading cases involved trading by the person who possessed the confidential information, while more recent cases have targeted tippers who disclosed confidential information for others to trade. This latest action demonstrates a further evolution to focus on the recipients of confidential information. While it remains to be seen how the CFTC will interpret and apply tippee liability beyond the bribery context at issue here, the range of fact patterns of interest continues to grow.

In a parallel criminal case, the same company entered into a deferred prosecution agreement with the DOJ based on two counts of conspiracy to violate the Foreign Corrupt Practices Act, a resolution based largely on the same improper payments at issue in the CFTC case. The DOJ has also prosecuted individuals involved in the matter. Although the DOJ did not pursue a charge here under the CEA as it did in Schultz, this case stands as a further example of the increasingly close coordination between the agencies on a growing range of matters involving commodities markets. Conclusion

The recent cases discussed above have each advanced the CFTC’s enforcement program on insider trading and misappropriation of confidential information. Taken together, these cases send a clear signal that the agency is committed to identifying and deterring such conduct in commodity derivatives markets. Like the SEC, on whose rule the CFTC modeled its own, the CFTC may now pursue not only those who trade on misappropriated information for their own benefit, but also those who provide tips for others to do so and the recipients who use such information. The agency takes a broad view of the types of duties that may give rise to liability for misappropriation, including employment agreements and other forms of confidentiality obligations, and it increasingly seeks to use data analytics to identify and investigate trades that may relate to confidential information. In some cases, the CFTC may also collaborate with the DOJ on parallel criminal enforcement.
In this evolving landscape, firms that participate in the commodities markets may wish to review their policies, procedures, and training programs to ensure that their personnel understand how liability can arise from misappropriation of confidential information and take appropriate steps to prevent and address such conduct.
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